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SYSTEM LOCATION:
Navy Personnel Command (NPC–

654), 5720 Integrity Drive, Millington,
TN 38055–6540.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Civilian and military employees
attached to nonappropriated fund
activities under the Commander, Navy
Personnel Command and the
Commandant of the Marine Corps.

CATEGORIES OF RECORDS IN THE SYSTEM:

Training records pertaining to the
enrollment and completion status of
persons attending Morale Welfare and
Recreation (MWR) related training
provided through the Navy Personnel
Command.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:
5 U.S.C. 301, Departmental

Regulations and E.O. 9397 (SSN).

PURPOSE(S):
To manage, supervise, and administer

the centrally managed MWR training
program for civilian and military
employees attached to nonappropriated
fund activities under the Commander,
Navy Personnel Command and
Commandant of the Marine Corps. This
includes providing information to
supervisors on their employee’s training
and providing a record of Continuing
Education Credits earned.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

In addition to those disclosures
generally permitted under 5 U.S.C.
552a(b) of the Privacy Act, these records
or information contained therein may
specifically be disclosed outside the
DoD as a routine use pursuant to 5
U.S.C. 552a(b)(3) as follows:

The ‘‘Blanket Routine Uses’’ that
appear at the beginning of the Navy and
Marine Corps’ compilation of systems
notices also apply to this system.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:

Automated and manual records.

RETRIEVABILITY:
Name, Social Security Number, class,

and/or date of training.

SAFEGUARDS:
Computer processing facilities are

located in restricted areas accessible
only to authorized persons that are
properly screened, cleared, and trained.
Manual records are computer printouts
are only available to authorized

personnel having a need to know.
Access to individual computers is
password protected. Access to the
database is limited to NPC–654
personnel with a need to know. Each
user has an individual password for
access to the database.

RETENTION AND DISPOSAL:

Destroy 3 years after completion of
the annual period or when no longer
required for activity review and/or
analysis, whichever is later.

SYSTEM MANAGER(S) AND ADDRESS:

Navy Personnel Command, 5720
Integrity Drive, Millington, TN 38055–
6610.

NOTIFICATION PROCEDURE:

Individuals seeking to determine
whether information about themselves
is contained in this system should
address written inquiries to the Navy
Personnel Command (NPC–654), 5720
Integrity Drive, Millington, TN 38055–
6540.

Request should contain full name,
Social Security Number, activity at
which employed/attached, and
signature of the requester.

The individual may visit the Navy
Personnel Command (NPC–654), located
in the Lassen Building, at 7736 Kitty
Hawk Avenue, Millington, TN 38055–
6540, for assistance with records located
in that building.

RECORD ACCESS PROCEDURES:

Individuals seeking access to records
about themselves contained in this
system of records should address
written inquiries to the Navy Personnel
Command (NPC–654), 5720 Integrity
Drive, Millington, TN 38055–6540.

Request should contain full name,
Social Security Number, activity at
which employed/attached, and
signature of the requester.

The individual may visit the Navy
Personnel Command (NPC–654), located
in the Lassen Building, at 7736 Kitty
Hawk Avenue, Millington, TN 38055–
6540, for assistance with records located
in that building.

CONTESTING RECORD PROCEDURES:

The Navy’s rules for accessing
records, and for contesting contents and
appealing initial agency determinations
are published in Secretary of the Navy
Instruction 5211.5; 32 CFR part 701, or
may be obtained from the system
manager.

RECORD SOURCE CATEGORIES:

Individual and local activity where
assigned.

EXEMPTIONS CLAIMED FOR THE SYSTEM:

None.

[FR Doc. 99–11742 Filed 5–10–99; 8:45 am]
BILLING CODE 5001–10–M

DEPARTMENT OF DEFENSE

Department of the Navy

Privacy Act of 1974; System of
Records

AGENCY: Department of the Navy, DoD.
ACTION: Notice to alter a system of
records.

SUMMARY: The Department of the Navy
proposes to alter a system of records
notice in its inventory of record systems
subject to the Privacy Act of 1974 (5
U.S.C. 552a), as amended. The alteration
expands the category of individuals
covered in N05100-1, entitled ‘Diving
Log’ from ‘Naval personnel’ to ‘DoD and
U.S. Coast Guard personnel’.
DATES: This action will be effective on
June 10, 1999, unless comments are
received that would result in a contrary
determination.
ADDRESSES: Send comments to the
Department of the Navy, PA/FOIA
Policy Branch, Chief of Naval
Operations (N09B30), 2000 Navy
Pentagon, Washington, DC 20350–2000.
FOR FURTHER INFORMATION CONTACT: Mrs.
Doris Lama at (202) 685–6545 or DSN
325–6545.
SUPPLEMENTARY INFORMATION: The
Department of the Navy’s record system
notices for records systems subject to
the Privacy Act of 1974 (5 U.S.C. 552a),
as amended, have been published in the
Federal Register and are available from
the address above.

The proposed system report, as
required by 5 U.S.C. 552a(r) of the
Privacy Act was submitted on April 26,
1999, to the House Committee on
Government Reform, the Senate
Committee on Governmental Affairs,
and the Office of Management and
Budget (OMB) pursuant to paragraph 4c
of Appendix I to OMB Circular No. A–
130, ‘Federal Agency Responsibilities
for Maintaining Records About
Individuals,’ dated February 8, 1996, (61
FR 6427, February 20, 1996).

Dated: May 5, 1999.
L. M. Bynum,
Alternate OSD Federal Register Liaison
Officer, Department of Defense.

N05100–1

SYSTEM NAME:

Diving Log (February 22, 1993, 58 FR
10746).
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CHANGES:

* * * * *

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

Delete entry and replace with ‘DoD
and Coast Guard military and civilian
employees who are involved in diving
or who have been exposed to a
hyperbaric environment.’
* * * * *

PURPOSE(S):
Delete entry and replace with ‘To

furnish the commanding officer with a
summarized diving report for
individuals attached to the unit and to
monitor types of dives, equipment
usage, and mishap trends.

To evaluate the diving program of
DoD and Coast Guard components.
Pertinent individual records and/or
statistical summaries prepared by Naval
Safety Center analysts are also provided
to all reporting echelons having a
responsibility for the diving program
and to the Navy Personnel Command,
Bureau of Medicine and Surgery, Naval
Audit Service, or other activities having
responsibility for the administration or
control of personnel assignments and
hazardous duty payments.’
* * * * *

N05100–1

SYSTEM NAME:
Diving Log.

SYSTEM LOCATION:
Naval Safety Center, 375 A Street,

Norfolk, VA 23511–4399.

CATEGORIES OF INDIVIDUALS COVERED BY THE
SYSTEM:

DoD and Coast Guard military and
civilian employees who are involved in
diving or who have been exposed to a
hyperbaric environment.

CATEGORIES OF RECORDS IN THE SYSTEM:

Diving Log Report.

AUTHORITY FOR MAINTENANCE OF THE SYSTEM:

5 U.S.C. 301, Departmental
Regulations and E.O. 9397 (SSN).

PURPOSE(S):

To furnish the commanding officer
with a summarized diving report for
individuals attached to the unit and to
monitor types of dives, equipment
usage, and mishap trends.

To evaluate the diving program of
DoD and Coast Guard components.
Pertinent individual records and/or
statistical summaries prepared by Naval
Safety Center analysts are also provided
to all reporting echelons having a
responsibility for the diving program

and to the Navy Personnel Command,
Bureau of Medicine and Surgery, Naval
Audit Service, or other activities having
responsibility for the administration or
control of personnel assignments and
hazardous duty payments.

ROUTINE USES OF RECORDS MAINTAINED IN THE
SYSTEM, INCLUDING CATEGORIES OF USERS AND
THE PURPOSES OF SUCH USES:

In addition to those disclosures
generally permitted under 5 U.S.C.
552a(b) of the Privacy Act, these records
or information contained therein may
specifically be disclosed outside the
DoD as a routine use pursuant to 5
U.S.C. 552a(b)(3) as follows:

The ‘Blanket Routine Uses’ that
appear at the beginning of the Navy’s
compilation of systems of records apply
to this system.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSING OF RECORDS IN THE SYSTEM:

STORAGE:
Magnetic tape.

RETRIEVABILITY:
Records may be selected based on any

of the data elements contained in the
file such as diver’s name, Social
Security Number, organization unit,
type of dive and equipment used.

SAFEGUARDS:
A limited number of data processing

personnel have access to the computer
facility and to the magnetic tape files
and computer programs. All requests for
information received from activities or
for purposes not directly related to the
diving program must be approved by the
Commander, Naval Safety Center or his
designated representative.

RETENTION AND DISPOSAL:
Permanent. Magnetic tape files

contain all available records and are
never purged. Reports are not
transferred to a records center.

SYSTEM MANAGER(S) AND ADDRESS:
Director of Afloat Safety Programs,

Naval Safety Center, 375 A Street,
Norfolk, VA 23511–4399, Norfolk, VA
23511–5796.

NOTIFICATION PROCEDURE:
Individuals seeking to determine

whether this system of records contains
information about themselves should
address written inquiries to the Director
of Afloat Safety Programs, Naval Safety
Center, 375 A Street, Norfolk, VA
23511–4399.

Requests should contain full name,
address, military status and Social
Security Number in order to determine
if the system contains any records

pertaining to them. Personal visitors
will be required to produce military or
comparable civilian identification cards.

RECORD ACCESS PROCEDURES:
Individuals seeking access to records

about themselves contained in this
system of records should address
written inquiries to Director of Afloat
Safety Programs, Naval Safety Center,
375 A Street, Norfolk, VA 23511–4399.

Requests should contain full name,
address, military status and Social
Security Number in order to determine
if the system contains any records
pertaining to them. Personal visitors
will be required to produce military or
comparable civilian identification cards.

CONTESTING RECORD PROCEDURES:
The Navy’s rules for accessing

records, and for contesting contents and
appealing initial agency determinations
are published in Secretary of the Navy
Instruction 5211.5; 32 CFR part 701; or
may be obtained from the system
manager.

RECORD SOURCE CATEGORIES:
Commanding Officers of DoD and

U.S. Coast Guard units conducting
diving or hyperbaric exposure incident
to diving.

EXEMPTIONS CLAIMED FOR THE SYSTEM:
None.

[FR Doc. 99–11743 Filed 5–10–99; 8:45 am]
BILLING CODE 5001–10–F

DEPARTMENT OF ENERGY

[Docket No. EA–207]

Application To Export Electric Energy;
PDI New England, Inc.

AGENCY: Office of Fossil Energy, DOE.
ACTION: Notice of application.

SUMMARY: PDI New England, Inc. (PDI)
has applied for authority to transmit
electric energy from the United States to
Canada pursuant to section 202(e) of the
Federal Power Act.
DATES: Comments, protests or requests
to intervene must be submitted on or
before May 26, 1999.
ADDRESSES: Comments, protests or
requests to intervene should be
addressed as follows: Office of Coal &
Power Im/Ex (FE–27), Office of Fossil
Energy, U.S. Department of Energy,
1000 Independence Avenue, SW,
Washington, DC 20585–0350 (FAX 202–
287–5736).
FOR FURTHER INFORMATION CONTACT:
Steven Mintz (Program Office) 202–586–
9506 or Michael Skinker (Program
Attorney) 202–586–6667.
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